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Peer Power

Roles and responsibilities

The Data Management Plan should clearly articulate how the PI and co-PIs plan to manage and disseminate data generated by the project. The plan should outline the rights and obligations of all parties as to their roles and responsibilities in the management and retention of research data, and consider changes that would occur should a PI or co-PI leave the institution or project. Any costs should be explained in the Budget Justification pages. [Information Redacted at Request of PIs]

Types of data

The Data Management Plan should describe the types of data, samples, physical collections, software, curriculum materials, or other materials to be produced in the course of the project. It should then describe the expected types of data to be retained and shared, and the plans for doing so. The DMP should cover how data are to be managed and maintained during the project.

Types of data

Data storage and preservation of access

The Data Management Plan should describe the mechanisms and formats for storing data and making them accessible to others, which may include third party facilities and repositories; and other types of information that would be maintained and shared regarding data, e.g. the means by which it was generated, detailed analytical and procedural information required to reproduce experimental results, and other metadata.

Policies for access and sharing and appropriate protection and privacy

The Data Management Plan should describe the period of time the data will be retained and shared; factors that limit the ability to manage and share data, e.g., legal and ethical restrictions on access to human subjects data; and provisions for appropriate protection of privacy, confidentiality, security, and intellectual property.

Privacy & Sensitive Data Issues: We do not for see any issues in this area. Although we are recording data from individuals, there is no need to record any personal information regarding these people. We will not identify users and any sensitive data will be deleted.

Data storage and preservation of access

The data archive at the University of New Mexico is still being developed, but is being built using the Open Archive Information Systems (OAIS) model as its organizing paradigm. The DSpace repository uses Qualified Dublin Core for descriptive metadata. The data archive will keep a separate metadata record in XFDU. This XFDU record will use PREMIS as the primary administrative metadata schema. Additional technical metadata schemas will be incorporated into the record in accordance to current standards in the field. The PI will be responsible for retaining the required metadata, the Data Librarians will organize and format the metadata, and work with the PI to ensure its completeness and accuracy.

Data will be stored in LoboVault, the University of New Mexico’s DSpace repository. Primary responsibility for curating and preparing the data for archiving rests on the Data Librarians at the University of New Mexico Libraries.

Additional possible data management requirements

Note that individual solicitations may have additional data management plan requirements. If guidance specific to the program is not available, then the requirements established in the Grant Proposal Guide apply.